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I. INTRODUCTION 

The Board has adopted this Policy. This Policy is published on the intranet and on the Website.  

In accordance with the Code of Ethics and Business Conduct, “All employees must adhere to the 
principles and requirements contained in this Code and strive to ensure that other individuals or 
groups that conduct business on behalf of Ferrovial, including contractors, agents, consultants, and 
other business partners, do likewise.” 

The Code of Ethics and Business Conduct also requires that “All of our employees with knowledge or 
a well-founded suspicion of any failure to comply with this Code must Speak Up and notify their 
manager or make a report to the Ethics Channel. Ferrovial has zero tolerance for retaliation due to 
reports made by employees in good faith and in accordance with this Code and the Policy of the Ethics 
Channel and for Dealing with Queries, Complaints and Reports”. 
 

II. PURPOSE  

The purpose of this Policy is to establish the process for dealing with Queries, Complaints and/or 

Reports that have a bearing on the principles and commitments set out in the Code, via the 

mechanisms established for this purpose. 

This Policy serves as the whistleblower policy within the meaning of best practice under Dutch 

governance guidelines and other applicable guidelines. Any Accounting Complaints (as defined 

below) are subject to, and should be made pursuant to, the U.S. rules for complaints regarding 

accounting, internal accounting controls, fraud or auditing matters, as set forth in Annex A (the 

Accounting Complaints Annex) hereto. 

III. DEFINITIONS 

Accounting Complaints: complaints about accounting, internal accounting controls, auditing 

matters or questionable financial practices of Ferrovial SE, which are further defined in and subject 

to the Accounting Complaints Annex attached hereto as Annex A. 

Accounting Complaints Annex: the accounting complaints annex attached hereto as Annex A. 

Audit and Control Committee: the audit and control committee of the Board as established in 

accordance with Ferrovial's Board rules. 

Board: the board of directors of Ferrovial SE. 

Chairman: the director designated as such in accordance with Ferrovial SE's articles of association. 

Code: Ferrovial's Code of Ethics and Business Conduct. 

Communication: the act of sending a Query, Complaint or Report via the mechanisms provided for 

this purpose 
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Complaint: expression of disagreement, discontentment, or dissatisfaction in connection with the 

contents of the Code. 

Compliance Department: Ferrovial SE's compliance and risk department. 

Compliance Officer: Ferrovial SE’s chief compliance officer. 

Conflict of Interest: a situation in which the representative of the Management Body, Compliance 

Officer or Internal Audit Director that receives a Communication has a personal interest in the subject 

matter of the Communication. 

Employees: the employees and officers of Ferrovial. 

Ethics Channel: a channel for communication with Ferrovial by which Employees, directors and 

interested Third Parties can make Queries, Complaints and Reports.  

Ferrovial or Group: Ferrovial SE and the consolidated group of companies headed by that company, 

and all the entities that it controls, directly or indirectly. “Control” is understood to exist when 

Ferrovial holds a majority of the voting rights within the management or governing body. 

Internal Audit Department: Ferrovial SE's internal audit department. 

Management Body: any department of the Group (whether at corporate level or in a business area) 

that may, through its representative, receive or participate in processing a Communication. 

Policy: this Policy of the Ethics Channel and for dealing with Queries, Complaints and Reports 

Priority Communication: these are Communications which, regardless of the means or channel 

through which they are sent (Ethics Channel, hierarchical superior, Management Body or any other 

means), refer to facts or circumstances that meet any of the following requirements: 

• They pertain to corruption, regardless of the amount. 

• They involve members of the Board or senior management of Ferrovial SE.  

• They have a potential economic impact of over €500,000 or the equivalent value in USD or 

other currencies or, where this cannot be assessed, may have a very significant impact on the 

relevant area of the business.  

• They may have a material impact on Ferrovial's business operations, legal liability, financial 

results, reputation, or market value.  

For the avoidance of doubt, all Accounting Complaints are Priority Communications but shall be 

managed according to the procedure set forth in the Accounting Complaints Annex. Priority 

Communications involving the actual or suspected misconduct of a member of the Board shall be 

managed by the Chairman of the Audit and Control Committee as set forth in section VII.3 hereof. 

Public Disclosure: the act of making information regarding violations of the Code publicly available. 
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Query: request for clarification regarding the contents of the Code.  

Report: a report of a suspected breach or violation of the Code or suspected misconduct or 

irregularities in general, including potential breaches of applicable laws and regulations. 

Retaliation: retaliation occurs when a supervisor, manager or peer takes negative actions against an 

Employee or Third Party for having raised, in good faith, a query, complaint or report related to the 

Code of Ethics, whether through the Ethics Channel or otherwise. 

Sender: Employee or Third Party that sends a Query, Complaint or Report via the means enabled for 

this purpose. 

Third Party: a person who is not an Employee or administrator of Ferrovial, such as shareholders, 

suppliers, contractors or subcontractors.  

Website: Ferrovial's SE website (www.ferrovial.com). 

IV. SCOPE OF APPLICATION 

This Policy shall apply to Queries, Complaints and/or Reports concerning:  

• Ferrovial SE and the companies that comprise the Ferrovial Group, whatever their area of 

business, geographical location or activities. 

• Members of the governing bodies of Ferrovial SE and the members of the governing bodies 
of the companies that comprise the Ferrovial Group (including supervisory boards or 
equivalent bodies). 

• Directors and Employees of any of the companies that comprise the Group.  

As a general rule, in the event of any discrepancy between this Policy and the local regulations of the 

country, the stricter rule should be applied. However, in the event of conflict between this Policy and 

the local regulation, consultation with the Compliance Department of Ferrovial is required prior to 

taking action.  

In the case of Ferrovial SE subsidiaries to whom this Policy is not applicable, Ferrovial shall strive to 

ensure that their respective decision-making bodies apply similar policies or procedures for dealing 

with Queries, Complaints and/or Reports which are adapted to their specific circumstances, culture 

and jurisdiction. Ferrovial shall also strive to ensure the same is applicable with respect to Third 

Parties that provide services or otherwise work with the Group. 

Group companies may establish their own communication channels outside of those set forth in this 

Policy only for justified reasons and with the prior authorization of their respective governing bodies. 

In any event, the Principles for Action set forth below must be complied with, and Accounting 

Complaints remain subject to the policies and procedures set forth in the Accounting Complaints 

Annex. The person in charge of such channel must report its activity, processes undertaken, and 

decisions made to the Compliance Department twice a year or whenever the Compliance Department 

so requests in order to consolidate the information for submission to the Audit and Control 

http://www.ferrovial.com/
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Committee. These Group companies shall periodically report to their governing bodies a summary of 

the Communications received with the frequency and format established for this purpose. 

This Policy cannot anticipate all situations or matters. It is the responsibility of all directors and 

Employees to request information and guidance when addressing new or unusual situations. In the 

event of doubt, the director or Employee should consult the Compliance Department of Ferrovial 

before acting. 

V. PRINCIPLES FOR ACTION 

Ferrovial promotes an environment of transparency and integrity in the pursuit of its business 

activities. As a result, it maintains adequate internal and external channels to promote 

communication with the Group by its Employees and Third Parties. These channels enable Employees 

and Third Parties to send Queries, Complaints and/or Reports to the Compliance Department or to 

the appropriate Management Body.  

Communications will be received and handled in a secure manner in order to ensure, to the fullest 

extent possible, the confidentiality of (i) the identity of the Sender(s) and any third party mentioned in 

the Communication and (ii) the actions carried out in the management and processing of the 

Communication. Communications will also be received and handled in a manner that ensures data 

protection by preventing access to unauthorized person to the fullest extent possible. Any personal 

and corporate data obtained will be maintained for as long as it is deemed necessary for follow-up 

of the Communication, including any investigation, and in accordance with the applicable law. 

Senders acting in good faith and related parties, such as co-workers and family members, will be 

protected from Retaliation to the fullest extent possible.  

In the specific case of Public Disclosure, regardless of the means through which the information has 

been made public, the information will be treated on a case-by-case basis in coordination with the 

corresponding authorities, if necessary, and, where appropriate, the corresponding investigation shall 

be initiated. 

Ferrovial will investigate any allegation of misconduct, fraud or crime and will respect the Sender's 

anonymity, if that is the Sender's wish (to the extent feasible and permitted by applicable law). 

Investigations shall be carried out in an objective, fair, thorough, and diligent manner with the utmost 

care and consideration in accordance with internal procedures and applicable law. Communications 

shall be managed and resolved by the department determined to be the most appropriate under the 

circumstances, and in consideration of the geographical proximity to the Senders. 

Priority Communications other than Accounting Complaints shall be managed by the Internal Audit 

Department and those involving actual or suspected misconduct of the Board shall be managed by 

the Chairman of the Audit and Control Committee.  

Accounting Complaints shall be managed as outlined in the Accounting Complaints Annex.  

Ferrovial will ensure independence and the absence of Conflicts of Interest in this process to the fullest 

extent possible. 
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Throughout the entire process, to the fullest extent possible, the rights of those involved will be 

respected, including the presumption of innocence and the honor of the person concerned. 

Employees who manage Communications or have access to any personal information must respect 

and promote the confidentiality of such information and must use it in an appropriate, responsible 

and professional manner and in accordance with applicable data privacy laws. These Employees 

shall receive training on the handling of investigations and on the use of confidential information.  

In the event that an investigation is initiated as a result of the Communication provided by the Sender, 

any personal and corporate data obtained will be maintained for as long as it is deemed necessary 

for the purpose of the investigation and in accordance with applicable law.  

Such data shall be protected in accordance with applicable law and any applicable corporate rules 

on privacy rights, data protection, document classification and retention. 

VI. ETHICS CHANNEL 

Ferrovial has an Ethics Channel whose objective is to provide its Employees, and any Third Party who 

has a relationship with the Group, with a mechanism for communication of legitimate Queries, 

Complaints and Reports.  

The application may be accessed on Ferrovial’s intranet and its corporate website 

(www.ferrovial.com), by mail to P.O. Box 2160, 28080, Madrid, Spain, as well as through the 

following toll-free numbers (access code: 33667):  

• Spain:+34-900963436;  

• Netherlands:+31-8007500000;  

• USA:+1-8332113671;  

• UK:+44-8000680425;  

• Canada:+1-8662041940;  

• Australia:+61-1800742508;  

• Portugal:+351-800500226;  

• Chile:+56-800914868;  

• Colombia:+57-18005189376;  

• Peru:+51-80071556;  

• Slovakia:+421-800223113.  

The Ethics Channel exists for the purpose of asking questions or making inquiries, or reporting 

irregularities, breaches and unethical or illegal conduct, Accounting Complaints, or other breaches 

http://www.ferrovial.com/
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of Group polices while guaranteeing confidentiality and, if the Sender wishes, anonymity (to the 

extent feasible and permitted by applicable law). At the Sender’s request, a face-to-face meeting 

can also take place.  

Regardless of the form in which the Sender submits the Communication, the Sender shall be provided 

with information related to personal data, in accordance with applicable law. Any personal and 

corporate data obtained will be maintained for as long as it is deemed necessary for follow-up to the 

Communication, including any investigation, and in accordance with applicable law. 

Verbal communications, including those made through face-to-face meetings or by telephone, may 

be documented in one of the following ways, subject to Sender’s consent: 

a) By recording the conversation in a secure and accessible format; or 

b) Through a complete and accurate transcription of the conversation by the person 

responsible for handling it. 

The Compliance Department, as the department responsible for the Ethics Channel, is entrusted with 

the management of the Ethics Channel in accordance with the Principles for Action set forth in section 

V above in coordination with the appropriate Management Bodies, and particularly with the Internal 

Audit Department. 

All Senders or individuals submitting Communications through the Ethics Channel or other process 

outlined in this Policy are asked to provide as much detail and supporting information as possible 

about their concerns in order to assist the investigative process. Communications should at a 

minimum contain the following information: 

• Identification of the reported person(s); 

• Dates and locations of facts; 

• Personnel who may be able to corroborate the allegations, if applicable; and 

• Description of allegations. 

Without the aforementioned information, it may not be possible to conduct a review into the alleged 

conduct, which could lead to a lack of resolution on the reported conduct. Likewise, a report may not 

be fully resolved if the investigation cannot be carried out without contacting the Sender through the 

Ethics Channel (secure correspondence section). 

VII. ROLES AND RESPONSIBILITIES 

1. Compliance Department 

• Promote transparency and integrity within Ferrovial and, in particular, contribute to the 

development and promotion of the Ethics Channel and any other similar mechanisms 

established for such purpose. 
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• Receive Communications and manage them diligently and in accordance with the Principles for 

Action contained in this Policy. 

• Report any Priority Communications received to the Internal Audit Department or to the 

Compliance Officer, in the case of Priority Communications involving actual or suspected 

misconduct of the Board, or in the case of Accounting Complaints, which the Compliance Officer 

shall ensure are managed pursuant to the Accounting Complaints Annex.  

• Maintain records of the management of all Communications. The communication registry book 

in which the communications records are kept is integrated into the IT application enabled for the 

Ethics Channel.  

• Review the degree to which relevant procedures were followed in the handling of 

Communications so as to reduce or prevent irregularities.  

• Report to the senior management and the Audit and Control Committee, the Communications 

received via communication mechanisms described herein and any action taken in connection 

with them. 

2. Internal Audit Department 

• Receive Priority Communications. In the case of Priority Communications involving the actual or 

suspected misconduct of a member of the Board, forward to the Compliance Officer for 

delegation to the Chairman Audit and Control Committee, as appropriate. 

• Direct any Accounting Complaints to the Compliance Officer, who shall ensure that they are 

managed in accordance with the Accounting Complaints Annex. 

• Investigate Priority Communications using internal or external resources, including, but not 

limited to outside legal counsel, at its discretion, except as otherwise provided in the Accounting 

Complaints Annex. 

• Assist in the investigation of Communications as necessary or when its assistance is requested by 

the Management Body in charge of the process and whenever it considers that its intervention is 

justified. 

• Report to the relevant Management Bod(ies) and the Audit and Control Committee on the 

outcome of investigations conducted by the Internal Audit Department with respect to Priority 

Communications, while keeping the Compliance Department informed.  

3. Audit and Control Committee 

• Receive Priority Communications which involve actual or suspected misconduct of a member of 

the Board. 

• Receive Accounting Complaints made directly to it by an Employee or Third Party, or from the 

Compliance Officer, and manage them pursuant to the Accounting Complaints Annex. 
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4. Management Bodies 

• Diligently manage the Communications that they receive directly or indirectly in accordance with 

this Policy; provided, however, that all Communications which represent a Conflict of Interest for 

a Management Body must be forwarded to and managed by the Compliance Department. 

• Forward any Priority Communications that they may receive to the Compliance Department.  

• Assist in processing Priority Communications at the request of the Internal Audit Department or 

other individual or group responsible for investigating Priority Communications. 

• Report punctually to the Compliance Department on the analysis and outcome of 

Communications entrusted to them under this Policy. 

• Ensure that any Communications that are received are kept confidential, that anonymity if 

desired (to the extent feasible and permitted by applicable law) is preserved, that the rights of all 

involved are considered and that no Retaliation is taken with respect to Senders acting in good 

faith and related parties, such as co-workers and family members.  

VIII. HANDLING OF COMMUNICATIONS  

All Communications that are received must be handled with the utmost confidence and diligence, in 

accordance with the provisions of this Policy, including, as applicable, the Accounting Complaints 

Annex. 

The Compliance Department shall manage an IT application for the handling of all Communications, 

regardless of the means of transmission. Those with responsibility for managing Communications 

shall have access to the IT application, as appropriate.    

As described in the Accounting Complaints Annex, access to reports and records associated with 

Accounting Complaints will be restricted on a need-to-know basis to the Compliance Officer (and/or 

any person assigned to investigate the complaint on his or her behalf), members of the Audit and 

Control Committee, Ferrovial’s legal department, or employees of the company or outside counsel 

involved in investigating an Accounting Complaint, as applicable. Access to such reports and records 

may be granted to other parties at the discretion of the Audit and Control Committee. 

1.  Communications Received via the Ethics Channel 

Once a Communication is received, the following procedure is set in motion: 

• The IT application sends an automatic message to the Sender confirming receipt of the 

Communication. 
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• Within forty-eight (48) hours, the Compliance Department or the corresponding Management 

Body shall send a message to the Sender acknowledging receipt and thanking them for the 

Communication unless this message may endanger the confidentiality of the Communication.  

• If it is a Priority Communication, the process set forth in section VIII.3 will be followed, subject to 

the Accounting Complaints Annex, which shall apply in the case of a Priority Communication that 

is an Accounting Complaint.  

• If, based on the nature and content of the Communication, it is not classified as a Priority 

Communication, then, within a maximum of fifteen (15) business days, the Compliance 

Department will decide whether the Communication warrants further action or investigation. If 

necessary, additional information may be requested from the Sender.  

• If the Communication warrants further action or investigation, the Compliance Department will 

forward it to the designated correspondent at the business unit or corporate office where the 

matter occurred, depending on the nature of the matter.  

• In the event of dismissal of a Communication, the Sender will be informed of such dismissal. 

• Once an investigation begins, the pertinent measures will be submitted within sixty (60) business 

days by the Management Body responsible for deciding the matter; such period may be extended 

for just cause subject to any limits established in the applicable legislation. Within five (5) business 

days from the decision, the Management Body must inform the Sender and any interested parties 

of the status of the resolution (with the understanding that sometimes the need for 

confidentiality may prevent the Management Body from giving the Sender specific details of the 

investigation or any disciplinary action taken as a result) and simultaneously inform the 

Compliance Department about the conclusions and any corrective and/or disciplinary action that 

has been taken, if applicable. 

2. Communications Received by the Sender’s Hierarchical Superior, by any Management Body or by 

the Board 

If a Communication is made to the Sender’s hierarchical superior, a Management Body or to a 

member of the Board, the recipient of the Communication must do the following: 

• Within three (3) business days, if the Communication could be classified as a Priority 

Communication or Accounting Complaint, it should be sent to the Compliance Department in 

order to confirm its classification.  

• In the case of other Communications, the recipient must act with the utmost diligence in 

analyzing and reaching a decision on the matter in accordance with the Principles or Action set 

out in this Policy and must inform the Compliance Department of the actions taken.  

• The recipient will have sixty (60) business days, which may be extended for just cause, within the 

limits established by applicable laws, to analyze, investigate and reach a conclusion on the 

matter referred to in the Communication, and to take the appropriate corrective and disciplinary 
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measures. In so doing, the recipient may use such internal and external resources it deems 

necessary, including, but not limited to outside legal counsel.  

• The recipient will inform the Sender and any other interested parties of the decision within five (5) 

business days, (with the understanding that sometimes the need for confidentiality may prevent 

from giving the Sender specific details of the investigation or any disciplinary action taken as a 

result) and simultaneously must inform the Compliance Department of the processes 

undertaken and the conclusions that were reached, including any corrective and/or disciplinary 

measures which were adopted, if applicable. 

3.   Priority Communications 

Priority Communications other than those involving Accounting Complaints or actual or suspected 

misconduct of a member of the Board, will be processed as follows: 

• The Compliance Department will open a file for the Priority Communication, which will be 

analyzed by the Internal Audit Department.  

• Based on the nature and content of the Communication, the Internal Audit Department will, 

within fifteen (15) business days, make an initial assessment of the Priority Communication for 

which it will request the opinion of the Compliance Department. Priority Communications may 

be dismissed if they do not meet threshold levels of information or credibility in order to be further 

processed. A written record of such decisions must be maintained, and the Compliance 

Department must be informed of the dismissal.   

• Investigations of Priority Communications will be conducted by the Internal Audit Department 

using such internal and external resources as it considers necessary, including, but not limited to, 

outside legal counsel. 

• Upon completion of the analysis and investigation of the matters referred to in the Priority 

Communication, the Internal Audit Department will issue a report on the conclusions, including 

a recommendation of appropriate corrective and/or disciplinary measures, and will refer it to the 

appropriate Management Body, depending on the nature of the matter, for its information and 

the adoption of any appropriate corrective and/or disciplinary measures, if applicable. The 

Compliance Department shall be informed of such measures by the Internal Audit Department 

so that the Compliance Department can monitor them.  

Those Priority Communications involving the actual or suspected misconduct of a member of the 

Board shall be forwarded to the Compliance Officer. 

Accounting Complaints shall be forwarded to the Compliance Officer to ensure that they are 

managed in accordance with the Accounting Complaints Annex. 

4.   Analysis by Compliance  

The Compliance Department will analyze all Communications in order to determine whether, at the 

time the matter arose, internal policies, procedures or measures within Ferrovial capable of 
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preventing it from occurring existed and were violated. The Compliance Department will propose new 

measures and/or updating internal policies, procedures, to help prevent the occurrence of similar 

incidents in the future. 

 

IX. PERSONAL DATA PROTECTION 

Ferrovial has in place an Ethics Channel Privacy Notice which explains how personal data is processed 

in relation to the Ethics Channel, Queries, Complaints and Reports relating to the Code. This includes 

information on international transfers of personal data, data retention practices, and the rights in 

relation to the personal data of a person making such reports or complaints as well as the personal 

data of the alleged wrongdoers, witnesses and other persons involved. 

X. VALIDITY 

The Policy of the Ethics Channel and for dealing with Queries, Complaints and Reports has been 

approved by the Board of Directors of Ferrovial SE and will be effective as from the date of its 

publication on the intranet. 

Consultation with the Compliance Department of Ferrovial will be required prior to the passing of any 

internal rule or procedure on this matter. 
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ANNEX A 

COMPLAINTS REGARDING  

ACCOUNTING, INTERNAL ACCOUNTING CONTROLS, FRAUD OR AUDITING MATTERS   

I. INTRODUCTION 

The Audit and Control Committee (the “Audit and Control Committee”) of the Board of Directors of 

Ferrovial SE (the “Company”) has adopted these rules for complaints regarding the Company’s 

accounting, internal accounting controls, fraud or auditing matters (the “Accounting Complaints 

Annex”). This Annex is published on Ferrovial’s intranet and on Ferrovial’s website 

(www.ferrovial.com) (the “Website”). All terms used herein but not defined have the meanings 

assigned to them in the Company’s Policy of the Ethics Channel and for dealing with Queries, 

Complaints and Reports (the “Policy of the Ethics Channel”). 

II. PURPOSE 

The Company is committed to full and accurate financial disclosure and to maintaining its books and 

records in compliance with all applicable laws, rules and regulations. The Company wishes to 

encourage Employees and Third Parties to make the Company aware of any practices, procedures or 

circumstances that raise concerns about the integrity of its financial disclosures, books and records. 

This Accounting Complaints Annex has been adopted by the Audit and Control Committee to govern 

the receipt, retention and treatment of complaints regarding the Company’s accounting, internal 

accounting controls or auditing matters, and to protect the confidential, and if so desired, the 

anonymous reporting (to the extent feasible and permitted by applicable law) of concerns regarding 

questionable accounting or auditing matters.  

This Accounting Complaints Annex is an annex to the Policy of the Ethics Channel, which describes 

the policies and procedures for reporting suspected breaches or violations of the Company’s 

Corporate Code of Ethics and Business Conduct (the “Code”) or suspected misconduct or irregularities 

in general (other than Accounting Complaints (as defined below) made pursuant to this Annex), as 

well as making requests for clarification regarding the contents of the Code or expressing any 

disagreement, discontentment or dissatisfaction in connection with the contents of the Code. Any 

Query, Complaint or Report other than Accounting Complaints (as defined below) that are submitted 

through a procedure described in this Accounting Complaints Annex will be addressed pursuant to 

the Policy of the Ethics Channel. 

For purposes of this Accounting Complaints Annex and the Policy of the Ethics Channel, an 

“Accounting Complaint” is a complaint about accounting, internal accounting controls, auditing 

matters or questionable financial practices within Ferrovial SE, including but not limited to 

complaints of:   

• fraud against investors, securities fraud, mail or wire fraud, bank fraud or fraudulent 

statements to the U.S. Securities and Exchange Commission (the “SEC”) or the 

investing public; 

http://www.ferrovial.com/
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• violations of SEC rules and regulations or any other laws applicable to the 

Company’s financial accounting, maintenance of financial books and records, 

internal accounting controls and financial statement reviews or audits; 

• fraud or deliberate error in the preparation, evaluation, review or audit of any 

financial statement of the Company; 

• significant deficiencies in or intentional noncompliance with the Company’s internal 

accounting controls; 

• misrepresentations or false statements regarding a matter contained in the 

financial records, financial reports or audit reports of the Company; and 

• deviation from the full and fair reporting of the Company’s financial condition.    

If requested by the Employee, the Company will protect the anonymity (to the extent feasible and 

permitted by applicable law) of the employee to the fullest extent possible, consistent with the need 

to conduct an adequate review.  Third Parties will also be given the opportunity to submit Accounting 

Complaints.   

III. PROCEDURES 

The Company urges any person desiring to make an Accounting Complaint to contact the Company 

through the Ethics Channel (the “Ethics Channel”) or the Company’s designated compliance officer 

(the “Compliance Officer”), directly. Employees or Third Parties may also report Accounting 

Complaints directly to the Chairman of the Audit and Control Committee, including in the particular 

circumstance that the actual or suspected misconduct in the Accounting Complaint involves a 

member of the Board.  

A. RECEIPT OF ACCOUNTING COMPLAINTS  

ETHICS CHANNEL 
The Company has an Ethics Channel whose objective is to provide Employees, and any Third Party 

who has a relationship with the Group (collectively, the “Senders”), with a mechanism for 

communication of legitimate Queries, Complaints and Reports, including any Accounting 

Complaints. 

Any person with an Accounting Complaint can place a report through the Ethics Channel through the 

procedures described in the Policy of the Ethics Channel.   

Employees may use the Ethics Channel to report an Accounting Complaint confidentially and, if 

desired, anonymously (to the extent feasible and permitted by applicable law), and need not provide 

their name or other personal information (to the extent permitted by applicable law).  If such 

information is provided, reasonable efforts will be used to conduct the investigation that follows in a 

manner that protects the confidentiality and anonymity (where applicable and to the extent feasible 

and permitted by applicable law) of the Employee making the call. The intake information may be 

received by a third-party contractor specifically engaged to provide Ethics Channel services.    
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The information obtained through the Ethics Channel will be documented in a format acceptable to 

the Company and will include at a minimum a written description of the information received 

concerning the Accounting Complaint Communications. Such documentation will be provided to the 

Compliance Officer and, subsequently, to the Chairman of the Audit and Control Committee, as 

appropriate. 

WRITTEN COMPLAINTS TO THE COMPLIANCE OFFICER 

Any person may report an Accounting Complaint in writing to the Compliance Officer at the following 

address: 

    FERROVIAL SE    

Kingsfordweg 151, 1043GR Amsterdam 

   Attention: Compliance Officer  

  

Employees submitting this information need not provide their name or other personal information 

except where provided otherwise by applicable law. If such information is provided, reasonable efforts 

will be used to conduct the investigation that follows from an Accounting Complaint from an 

Employee or Third Party in a manner that protects the confidentiality and anonymity (where 

applicable and to the extent feasible and permitted by applicable law) of the Sender submitting the 

Accounting Complaint. 

WRITTEN COMPLAINTS TO THE CHAIRMAN OF THE AUDIT AND CONTROL COMMITTEE   

Any person may report an Accounting Complaint to the Chairman Audit and Control Committee 

openly, confidentially and, if desired, anonymously (to the extent feasible and permitted by 

applicable law). Fraud and accounting allegations can be made in writing to the Audit and Control 

Committee. Employees and Third Parties submitting this information need not provide their name or 

other personal information except where otherwise required by applicable law. If such information is 

provided, reasonable efforts will be used to conduct the investigation that follows from any employee 

who reports an Accounting Complaint in accordance with the procedures set forth herein in a manner 

that protects the confidentiality and anonymity (where applicable and to the extent feasible and 

permitted by applicable law) of the person submitting the Accounting Complaint.  

Written Accounting Complaints to the Chairman of the Audit and Control Committee should be 

marked CONFIDENTIAL and mailed to the following address. 

   FERROVIAL SE 

   Kingsfordweg 151, 1043GR Amsterdam 

   Attention: Chairman of the Audit and Control Committee 

Any Accounting Complaints determined not to be under the appropriate management of the Audit 

and Control Committee shall be managed in the normal course of Communications to the Ethics 

Channel. 
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ADDITIONAL GUIDELINES FOR REPORTING ACCOUNTING COMPLAINTS 
In addition to the reporting procedures noted above: 

• Ferrovial's external auditors should inform the Compliance Officer and the Audit and 

Control Committee without delay if, during the performance of their duties, they discover 

or suspect an instance of misconduct or irregularity. 

• Ferrovial's internal audit function should inform the Compliance Officer and the Audit 

and Control Committee without delay if, during the performance of its duties, it discovers 

or suspects an instance of material misconduct or irregularity. 

 

B. PROCESSING OF ACCOUNTING COMPLAINTS 

Accounting Complaints, including those received through the Ethics Channel, shall be reviewed and, 

as applicable, investigated in accordance with the following procedure. To the extent these 

procedures conflict with any procedures established under the Policy of the Ethics Channel, these 

procedures shall govern.   

• An Accounting Complaint made under these procedures shall be directed to the Compliance 

Officer and/or the Audit and Control Committee according to the procedures set forth above. 

  

• The Compliance Officer or the Audit and Control Committee, as applicable, shall review the 

Accounting Complaint, and may investigate it directly or may assign another Employee 

(including a member of the Internal Audit Department, to the extent deemed appropriate by 

the Compliance Officer or the Audit and Control Committee, as applicable), outside counsel, 

advisor, expert or third-party service provider to investigate or assist in investigating the 

Accounting Complaint. The Compliance Officer or the Audit and Control Committee, as 

applicable, may direct that any individual assigned to investigate an Accounting Complaint 

work at the direction of or in conjunction with the Company’s legal department, legal 

counsel or any other attorney in the course of the investigation.  

 

      

• Unless otherwise directed by the Compliance Officer or the Audit and Control Committee, as 

applicable, the person assigned to investigate will conduct an investigation of the Accounting 

Complaint and report his or her findings or recommendations to the Compliance Officer or 

the Audit and Control Committee, as applicable.  If the investigator is in a position to 

recommend appropriate disciplinary or corrective action, the investigator also may 

recommend disciplinary or corrective action. All Accounting Complaints should be analyzed 

and investigated, and appropriate corrective and disciplinary measures should be taken, 

within sixty (60) business days from the report date, which may be extended for just cause, 

within the limits established by applicable laws.  

 

• If determined to be necessary by the Compliance Officer or the Audit and Control Committee, 

as applicable, the Company shall provide for appropriate funding, as determined by the 

Compliance Officer or the Audit and Control Committee, as applicable, to obtain and pay for 
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additional resources that may be necessary to conduct the investigation, including without 

limitation, retaining outside counsel and/or expert witnesses. 

 

 

• Periodically and whenever requested by the Audit and Control Committee, the Compliance 

Officer shall submit a report to the Audit and Control Committee and any member of 

Company management that the Audit and Control Committee directs to receive such report, 

that summarizes each Accounting Complaint made within the last 12 months and shows 

specifically:  (a) a description of the substance of the Accounting Complaint, (b) the status of 

the investigation, (c) any conclusions reached by the investigator and (d) findings and 

recommendations.   

 

• At any time with regard to any Accounting Complaint received by the Compliance Officer or 

the Audit and Control Committee, as applicable, the Compliance Officer may specify a 

different procedure for investigating and treating such an Accounting Complaint, such as 

when the Accounting Complaint concerns pending litigation, in which case it must be 

reported to the members of the Audit and Control Committee.  

C. ACCESS TO REPORTS AND RECORDS AND DISCLOSURE OF INVESTIGATION RESULTS 

All reports and records associated with Accounting Complaints are considered confidential 

information and access will be restricted on a need-to-know basis to the Compliance Officer (and/or 

any person assigned to investigate the complaint on his or her behalf), members of the Audit and 

Control Committee, the Company’s legal department, Employees or outside counsel involved in 

investigating an Accounting Complaint, as contemplated by these procedures.  Access to reports and 

records may be granted to other parties at the discretion of the Audit and Control Committee.  

Accounting Complaints and any resulting investigations, reports or resulting actions will generally not 

be disclosed to the public except as required by any legal requirements or regulations or by any 

Company policy in place at the time. 

D. RETENTION OF RECORDS 

All Accounting Complaints and documents relating to such Accounting Complaints made through 

the procedures outlined in this Accounting Complaints Annex will be retained for at least six years 

from the date of the complaint, subject to applicable law, after which time the information may be 

destroyed unless the information may be relevant to any pending or potential litigation, inquiry or 

investigation at such time, in which case the information may not be destroyed and must be retained 

for the duration of that litigation, inquiry or investigation and thereafter as necessary. As described in 

the Policy of the Ethics Channel, the Compliance Department is responsible for maintaining records 

of the management of all Communications. 
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Any personal data in an Accounting Complaint, will be retained in accordance with the retention 

periods set out in the Ethics Channel Privacy Notice. 

E. PERSONAL DATA PROTECTION 

The Company has in place an Ethics Channel Privacy Notice which explains how personal data is 

processed in relation to the Ethics Channel, Queries, Complaints and Reports relating to the Code, 

and Accounting Complaints. This includes information on international transfers of personal data, 

data retention practices, and the rights in relation to the personal data of a person making such 

reports or complaints. 

F. EMPLOYEE AWARENESS 

Employees will be made aware of the adoption of this Policy. This awareness will be raised using good 

employee communications practices. These employee communications may differ by jurisdiction and 

may comply with local applicable laws on whistleblower procedure communications to employees. 

Communications will include instructions on the method by which Accounting Complaints may be 

submitted. 

G. COMPLIANCE WITH LAW 

This Accounting Complaint Annex is intended to meet the requirements of applicable Laws and 

regulations, including Rule 10A-3(b)(3) under the U.S. Securities Exchange Act of 1934, as amended. 

H. REVIEW 

This Accounting Complaint Annex will be subject to the periodic review of the Audit and Control 

Committee. Any proposed changes to this Accounting Complaint Annex will be, upon 

recommendation of the Audit and Control Committee, reviewed and approved by the Board of 

Directors of the Company. 

IV. No Retaliation 

The Company will not discipline, discriminate against or retaliate against any person who reports or 

who assists in the investigation of an Accounting Complaint in good faith and will not tolerate any 

such action. The Company will abide by all applicable laws that prohibit retaliation against those who 

lawfully submit complaints under this Accounting Complaint Annex. The Company urges any 

Employee that believes that he or she has been subjected to retaliation due to submitting an 

Accounting Complaint, to immediately report the issue to the Compliance Officer or through the 

Ethics Channel. The Company will promptly and thoroughly investigate any assertion that an 

Employee is involved in retaliation related to reporting of or the Company’s subsequent investigation 

of an Accounting Complaint. 

* * * * * 
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Acknowledgment of Receipt and Review 

I, _______________________ (employee name), acknowledge that 

on___________________ (date), I received a copy of Ferrovial SE’s (the “Company”) Annex for 

Complaints regarding accounting, internal accounting controls, fraud or auditing matters (the 

“Accounting Complaints Annex”), dated [VERSION DATE], and that I read it, understood it, and agree 

to comply with it. I understand that the Company has the maximum discretion permitted by law to 

interpret, modify, or delete this Accounting Complaints Annex at any time with or without notice. This 

Accounting Complaints Annex is not promissory and does not set terms or conditions of employment 

or create an employment contract. 

 

_______________________ 

Signature 

 

________________________ 

    Printed Name 

 

_______________________ 

     Date 

 

 

 

 

 

 

 

 


